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Whniosek o dostep do bankowosci elektronicznej IB

[ ] nadanie uprawnien [] zmiana uprawnien

Twoje rachunki dostepne za posrednictwem systemu bankowosci elektronicznej IB (modulo):

1. Twoje dane osobowe (posiadacza i wspétposiadacza rachunku):
A. Posiadacz rachunku:

Imie i nazwisko/Nazwa :

Adres zamieszkania/ Adres
siedziby:

PESEL/ REGON:

Identyfikator:

Prosze o przestanie
identyfikatora na podany e-mail:
adres e-mail a pierwszego

hasta do logowania na
podany numer telefonu Tel:
komorkowego':

Prosze o ustalenie limitéw kwotowych dla przelewéw:

[] bez limitéw transakcji [] z limitami transakgiji:
maksymalna kwota jednego przelewu: ..................cooeeienins
maksymalna kwota dzienna wszystkich przelewow: .............

Prosze tez o automatyczne dodawanie do systemu bankowosci elektronicznej nowych kont (lokat,
rachunkéw) w ramach w/w modulo:
L] TAK LINIE

B. Wspétposiadacz rachunku:

Imie i nazwisko:

Adres zamieszkania:

PESEL:

Identyfikator:

Prosze o przestanie
identyfikatora na podany e-mail:
adres e-mail a pierwszego

hasta do logowania na
podany numer telefonu Tel:
komdrkowego:

Prosze o ustalenie limitow kwotowych dla przelewodw:

[] bez limitéw transakcji ] z limitami transakgji:
maksymalna kwota jednego przelewu: ...............c.coevinnnee.
maksymalna kwota dzienna wszystkich przelewéw: .............

Prosze tez o automatyczne dodawanie do systemu bankowosci elektronicznej nowych kont (lokat,
rachunkéw) w ramach w/w modulo:
] TAK CINIE

" Warunkiem przyjecia przez Bank wniosku o udostepnienie kanatéw bankowosci elektronicznej jest podanie przez Posiadaczaly oraz wszystkich
uzytkownikéw adresu e-mail i numeru telefonu komérkowego.
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2. Dane uzytkownikow?:

A. Prosze o nadanie dostepu do systemu bankowosci elektronicznej IB dla ponizszych
o0s6b (petnomocnikéw), tak aby mogty zatwierdzaé dyspozycje:

Imie i nazwisko:

Adres zamieszkania:

PESEL:

Identyfikator:

Prosze o przestanie .
identyfikatora na podany e-mail:
adres e-mail a pierwszego

hasta do logowania na
podany numer telefonu Tel:
komorkowego:

Podpis uzytkownika:

Prosze o ustalenie limitéw kwotowych dla przelewdw:
[] bez limitéw transakcji [] z limitami transakgiji:
maksymalna kwota jednego przelewu: ..................coooeininl

maksymalna kwota dzienna wszystkich przelewéw: .............

B. Prosze o nadanie dostepu do systemu bankowo$ci elektronicznej IB dla ponizszych
0s0b, ale bez prawa do zatwierdzania dyspozycji:

Imie i nazwisko:

Adres zamieszkania:

PESEL:

Identyfikator:

Prosze o przestanie .
identyfikatora na podany e-mail:
adres e-mail a pierwszego

hasta do logowania na
podany numer telefonu Tel:
komdrkowego:

Podpis uzytkownika:

\
Twéj/Wasz podpis (posiadacza rachunku/przedstawiciela ustawowego) pieczec i podpis naszego pracownika

| |

miejscowosé, data

2 Dla kazdego Uzytkownika nalezy wypetni¢ Tabele ,Uzytkownicy” oraz przekazaé druk Karta informacyjna klienta oraz Klauzulg informacyjng
Banku RODO. W przypadku wigkszej liczby Uzytkownikéw nalezy doda¢ kolejng tabele.
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Podstawowe zasady bezpieczenstwa korzystania z bankowosci elektronicznej

Twoje pienigdze i dane w banku sg cenne. Bank chroni je swoimi systemami, ale Ty tez masz bardzo wazna role. Jesli nie
bedziesz uwazac, oszusci moga przejg¢ Twoje konto, wykras¢ pienigdze albo dane osobowe. Dlatego zawsze stosuj sie do
ponizszych zasad:

1. Chron telefon i dane do logowania Tw¢j telefon to ,klucz” do konta — bo masz na nim SMS-y z kodami i aplikacje mobilna.
Nigdy nie podawaj nikomu loginu, hasta ani kodu BLIK — nawet rodzinie czy znajomym. Oszusci potrafig podszy¢ sie pod
Twoich znajomych i prosi¢ o kod. Jesli kto$ prosi o kod BLIK — zawsze zadzwon i upewnij sig, ze jest to znana Tobie osoba.
Co sie moze stac, jesli nie sprawdzisz? Oszusci w kilka minut wyptacg Twoje pienigdze z bankomatu albo zaptacg nimi w
sklepie.

2. Upewnij sie, ze logujesz sie na strone banku W pasku adresu zawsze musi by¢ kidédka i adres bskamgora24.pl. Kliknij
ktédke i sprawdz certyfikat. Nigdy nie loguj sie przez link z SMS-a czy e-maila.
Dlaczego? Fatszywe strony wygladajg jak prawdziwe, ale kradng Twoje dane.

3. Logowanie i hasta Do logowania podajesz tylko identyfikator, kilka znakéw hasta i kod SMS/aplikacji. Zmieniaj hasto
regularnie i nie uzywaj go w innych serwisach.
Dlaczego? Jesli ktos pozna Twoje hasto z innej strony, moze sprébowac uzy¢ go w banku.

4. Ostroznie z wiadomosciami i linkami Nie otwieraj podejrzanych e-maili ani SMS-6w. Nie pobieraj zatgcznikéw od
nieznanych osob. Przyktad: dostajesz fatszywg fakture, a po otwarciu wirus przekierowuje Twoj przelew do ztodzieja.

5. Nigdy nie instaluj programéw do ,,pomocy zdalnej” Oszusci udajg pracownikéw banku i prosza o instalacje TeamViewer
lub AnyDesk. Dzigki nim mogg przeja¢ Twdj komputer.
Pamietaj: Bank nigdy nie prosi o instalacje programoéw do zdalnej pomocy!

6. Dbaj o bezpieczenstwo urzadzen Zainstaluj i aktualizuj antywirusa. Aktualizuj system, przegladarke internetowg i aplikacje.
Regularnie skanuj komputer i telefon.

Dlaczego? Skanowanie pozwala wykry¢ wirusy i w pore uniknaé¢ probleméw! Aktualizacje tatajg dziury w systemie, ktére mogg
wykorzysta¢ oszusci!

7. Sprawdzaj przelewy Zawsze poréwnuj dane w SMS-ie/aplikacji z tym, co wpisates. Sprawdzaj numer telefonu przy
przelewach BLIK. Najlepiej wpisuj numery kont recznie — wirusy potrafig podmieni¢ je w schowku.
Przykiad: chciate$ wysta¢ pieniadze znajomemu, a trafity do ztodzieja.

8. Kontroluj konto Regularnie sprawdzaj historie rachunku. Zwracaj uwage nawet na mate podejrzane przelewy — to moze by¢
test przeprowadzany przez oszusta.

9. Unikaj publicznego Wi-Fi Nie loguj sie do banku przez darmowe Wi-Fi (np. Na stacji benzynowej).
Dlaczego? Oszusci moga podglada¢ dane w takich sieciach.

10. Reaguj natychmiast Jesli cos jest podejrzane — od razu dzwon do banku: Tel. 75 754 67 14 lub 75 754 67 15 (pn.—pt.,
7:00-17:30) E-mail: Rozliczenia-bs.kamiennagora@bankbps.pl

11. Limity operacji Ustaw limity przelewow i wyptat. Nawet jesli kto$ przejmie konto, nie ukradnie wszystkiego naraz.

12. Bank nigdy nie pyta o... hasta, kody BLIK ani inne poufne dane. Linki do logowania. Instalacje dodatkowych programéw.
Jesli dostaniesz takie wiadomosci — to oszustwo!

13. Nietypowe wiadomosci Bank nie wysyta présb o instalacje programéw. Jedynymi wyjatkami sg aplikacja mobilna i e-
podpis.

14. Wylogowanie Po zakonczeniu pracy zawsze klikaj ,Wylogu;j”.
Dlaczego? To zamyka sesje potaczenia z Bankiem i chroni Twoje konto.

15. Znaj aktualne zasady bezpieczenstwa Sprawdzaj zasady bezpieczenstwa na stronie: zbp.pl/dla-klientow/bezpieczne-
bankowanie/bankowosc-internetowa Dlaczego? Oszusci stale zmieniajg pomysty na sposoby ataku!

16. Falszywe przelewy Jesli dostaniesz potwierdzenie przelewu, ktérego nie robites — natychmiast dzwon do banku.
Dlaczego? Moze uda sie nam go zatrzymac.

17. Filtrowanie IP Mozesz ustawi¢ logowanie tylko z wybranych adreséw internetowych (np. z domu).
Dlaczego? Dzigki temu nikt obcy sie nie zaloguje.

18. Urzadzenia zaufane Dodaj urzgdzenie do zaufanych, wtedy nie trzeba SMS-6w przy logowaniu. Zaufane urzgdzenie musi
by¢ Twoje, z antywirusem i aktualnym systemem.
Dlaczego? Urzgdzenie powinno by¢ dobrze zabezpieczone, jest ono “kluczem” do Twojego konta.

19. Blokada dostepu Mozesz sam zablokowa¢ lub odblokowac¢ konto w opcji ,Pomoc w logowaniu”. Dziata 24/7 i jest
darmowa. Jesli podejrzewasz, ze kto$ obcy probuje dostac sie do Twojego konta, mozesz szybko zablokowac¢ dostep i ochroni¢
swoje pienigdze.

Jesli nie bedziesz przestrzegaé zasad, ktos moze przejaé Twoje konto, ukrasé pieniadze i dane osobowe.
Twoje bezpieczenstwo zalezy od Ciebie. Jesli masz watpliwosci — zawsze dzwon do Banku.



